<><2> BC"COMERTBANK" SA

[

CHESTIONARUL INSTITUTIEI FINANCIARE PRIVIND NORMELE $1 STANDARDELE
AFERENTE PREVENIRII SPALARII BANILOR SI COMBATERII FINANTARII
TERORISMULUI

CADRUL REGULATORIU DE REGLEMENTARE A PREVENIRII SPALARII BANILOR S| COMBATERII
FINANTARII TERORISMULUI

1. Indicati denumirile legilor si regulamentelor nationale in vigoare orientate spre prevenirea
legalizarii (spalarii) veniturilor obtinute in mod ilegal si combaterii finantarii terorismului, data
aprobarii acestora si adresa paginii unde sunt publicate acestea:

+ Cadrul de reglementare a prevenirii legalizarii (spalarii) veniturilor obtinute in mod ilegal si
combaterii finantarii terorismului:

e Legea cu privire la prevenirea si combaterea spalarii banilor si de finantare a terorismului nr. 308/
22.12.2017;

e Regulament cu privire la cerintele privind prevenirea si combaterea spalarii banilor si finantarii
terorismului in activitatea bancilor nr.200 din 09.08.2018;

e Ghidului privind identificarea activitatilor sau tranzactiilor suspecte de spalarea a banilor (Ordinul
Serviciului Prevenirea si Combaterea Spalarii Banilor nr. 15 din 20.07.2023);

e Ghidul privind identificarea tranzactiilor si activitatilor suspecte de finantare a terorismului (Ordinul
Serviciului Prevenirea si Combaterea Spalarii Banilor nr.16 din 20.07.2023);

e Metodologia privind modul de completare si transmitere a formularelor speciale privind activitatile
sau tranzactiile care cad sub incidenta Legii nr. 308/2017 cu privire la prevenirea si combaterea
spalarii banilor si finantarii terorismului si a Instructiunilor de completare a lor (Ordinul Serviciului
Prevenirea si Combaterea Spalarii Banilor nr. 20 din 03.08.2023);

e Ghidul privind identificarea si monitorizarea persoanelor expuse politic si indicilor de risc privind
persoanele expuse politic (PEP) (Ordinul Serviciului Prevenirea si Combaterea Spalarii Banilor
nr.23 din 06.09.2023);

e Ghidul privind identificarea beneficiarului efectiv (Ordinul Serviciului Prevenirea si Combaterea
Spalarii Banilor nr. 34 din 28.11.2023 si modificat prin Ordin nr.21 din 08.07.2024).

« Paginaweb:

e www.spcsbh.gov.md

e www.sis.md

e www.bnm.md

e lex.justice.md

2. Indicati denumirea si adresa web a institutiei publice in competenta careia intra controlul si
indeplinirea legilor si regulamentelor orientate spre prevenirea legalizarii (spalarii) veniturilor
obtinute in mod ilegal si combaterii finantarii terorismului:

a) Serviciul Prevenirea si Combaterea Spalarii Banilor — www.spcsb.gov.md
b) Banca Nationala a Moldovei (BNM) — www.bnm.md

3. In Banca D-voastrd au fost elaborate acte normative interne care reglementeazé prevenirea si
combaterea spalarii banilor si finantarea terorismului:
o Strategia BC “COMERTBANK?” SA privind prevenirea si combaterea spalarii banilor si
finantarii terorismului
e Programul cu privire la prevenirea si combaterea spalarii banilor si finantarii terorismului
e Procedura Cunoaste-ti clientul (KYC)
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4. Descrieti prevederile fundamentale cuprinse in actele normative interne elaborate de catre
institutia financiara cu privire la prevenirea si combaterea spalarii banilor si finantarea
terorismului:

a) “Strategia BC “Comertbank” SA privind prevenirea si combaterea spalarii banilor si
finantarii terorismului”’- reprezintd documentul fundamental pentru activitatea ulterioara a
bancii in domeniul respectiv, reflecta dezvoltarea unor directii adaptabile si concentrarea
eforturilor pentru realizarea unor activitafi coordonate intre toate subdiviziunile bancii in
procesul executarii masurilor de prevenire si combatere a spalarii banilor si finantare a
terorismului. Scopul Strategiei rezida in dezvoltarea unui sistem national eficient de prevenire
si combatere a spalarii banilor si finantarii terorismului conform standardelor internationale in
domeniu si, In consecintd, diminuarea acestui fenomen in economia Republicii Moldova.

b) “Regulamentul cu privire la prevenirea si combaterea spalarii banilor si finantarii
terorismului” - reglementeaza elaborarea si aplicarea de Banca a unor proceduri interne
clare in vederea atragerii, operarii si pastrarii mijloacelor legitime de la clienti legitimi, avand ca
scop evitarea Tn activitate a expunerii riscurilor aferente spalarii banilor si finantarii terorismului
si anume riscurilor de imagine, operationale, legale, de concentrare si riscul tehnologiilor
informationale.

c) ,Procedura ,Cunoaste-ti clientul” - reprezintda un act normativ intern, care reflecta
procedurile de cunoasterea al clientului ca una din masurile de gestionare a riscurilor, precum
si parte integrantad al sistemului de Control intern al Bancii. Scopul de baza al Procedurii
»,Cunoaste-{i clientul” consta in asigurarea desfasurarii activitatii bancare in conformitate cu
legislatia in domeniul prevenirii si combaterii si spalarii banilor si finantarii terorismului, crearea
mecanismelor interne eficiente privind monitorizarea tranzactiilor si relafilor de afaceri,
determinarea scopului si naturii relatiei de afaceri, interpretarea caracterului ordinar al activitaji
clientilor, monitorizarea tranzactiilor complexe pentru prevenirea si combaterea spalarii banilor
si finantarii terorismului precum si asigurarea desfasurarii activitatii bancare in conformitate cu
regulile privind practica bancara prudenta, care sa previna implicarea Bancii in actiuni ilegale.

5. Respecta institutia financiara prevederile legislatiei in domeniul prevenirii si Da X Nu []
combaterii spalarii banilor si finantarii terorismului

6. Institutia financiara se conformeaza Recomandarilor FATF (40+9)? Da X Nu []

7. Exista cerinta Oficiului central al Bancii, conform careia politica si realizarea Da X Nu []
practica a masurilor privind prevenirea si combaterea spalarii banilor si
finantarii terorismului, se aplica in toate subdiviziunile Bancii?

8. Dispune institutia financiara de subdiviziuni si companii fizice situate in afara Da Nu
tarii?

9. Institutia financiard efectueaza controlul organizarii in filialele sale a Da
activitatilor orientate spre combaterea legalizarii (spalarii) veniturilor obtinute
in mod ilegal?

10. Sunt politicile, procedurile si practicile institutiei Dvs. in domeniul prevenirii si  Da
combaterii spalarii banilor si finantarii terorismului aplicate tuturor filialelor si
subdiviziunilor atat in tara cat si peste hotare?

11. Dispune institutia Dvs. de proceduri privind pastrarea inregistrarilor si Da
informatiei in conformitate cu actele normative aferente?

Nu

Nu

Nu

X X X X O

12. Actele normative interne ale institutiei Dvs. contin cerinte privind interdictia de Da Nu
a avea conturi sau relatii de afaceri cu o banca sau alta institufie financiara ce

presteaza servicii de plata fictive?

Nu

0O O 0o oo oOKX

X

13. Programul, aprobat regulamentar, contine cerinte scrise ce documenteaza Da
procesele necesare pentru prevenirea, detectarea si raportarea tranzactjilor
suspecte?

CUNOASTEREA CLIENTULUI

14. In institutia financiard sunt elaborate si aprobate politici si proceduri care |Da [X]| Nu []
reglementeaza normele de prevenire a legalizarii veniturilor ob{inute in mod
ilegal si finantarii terorismului si urmatoarele masuri de identificare:
-ldentificarea si verificarea identitatii persoanelor fizice sau juridice, a
beneficiarului efectiv pe baza actelor de identitate?
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- Identificarea beneficiarului efectiv si adoptarea de masuri adecvate si bazate

pe risc pentru verificarea identitatii lui, astfel incit entitatea raportoare sa aiba

certitudinea ca stie cine este beneficiarul efectiv pentru a infelege structura

proprietatii si structura de control al persoanelor fizice si juridice

- Are obligatia institutia Dvs. de a colecta informatie referitoare la natura
activitatii clientilor?

Da [X

Da [X

Nu []

Nu []

15.

Dispune institutia Dvs. de proceduri privind pastrarea datelor clientilor,
inregistrand Tn acest sens documentele de identificare respective si informatia
colectata in cadrul procesului de cunoastere a clientul la deschiderea
conturilor?

Daca “Da”, indicati termenul de pastrare al informatiei in cauza 5_ani de la
incetarea relatiilor de afaceri

Da [X

Nu []

16.

Este prevazuta reinnoirea datelor privind identificarea clientului?

Daca Da, indicati periodicitatea.

Cel putin o daté pe an pentru clientii cu gradul de risc ridicat, o data la doi ani
pentru clientii cu gradul de risc mediu si o data la trei ani pentru clientii cu
gradul de risc scazut, sau ori de cate ori apar modificari la client

Da [X

Nu []

17.

In cadrul Bancii existd procedura de evaluare a riscurilor pentru clienteld si
asocierea fiecarui client cu un anumit grad de risc?

Da [X

Nu []

18.

19.

20.

21.

22.

Clientii cu grad de risc sporit si operatiunile cu riscul realizarii activitatilor ilicite
sunt obiectul unor masuri de monitorizare cu atentie sporita din partea bancii?
In cazul cand persoana fizica sau reprezentantul persoanei juridice nu este
prezenta personal la identificare, banca intreprinde una sau mai multe dintre
urmatoarele tipuri de masuri:

- Garantarea ca identificarea persoanei este stabilitd prin documente, date
sau informatii suplimentare?
- Garantarea ca prima platda a operatiunilor se efectueaza printr-un cont
deschis Tn numele persoanei la o institutie financiara?

Dispuneti de proceduri aprobate care prevad intrarea in relatie cu persoanele
expuse politic (PEP), si care sunt bazate pe experienta si cele mai bune
metode din practica generala bancara?

Institutia financiara efectueaza identificarea tuturor clientilor la efectuarea
unor tranzactii ocazionale in valoare de cel putin 200 de mii de lei, precum si
la efectuarea unor tranzactii electronice in valoare de cel putin 20 mii de lei,
indiferent de faptul ca tranzactia se efectueaza printr-o singura operatiune sau
prin mai multe operatiuni?

Intreprinde institutia Dvs. masuri pentru a intelege tranzactiile ordinare ale
clientilor in baza evaluarii riscului acestora?

MONITORIZAREA S| RAPORTAREA TRANZACTIILOR

Da X

Da

X

Da

X

Da

X

Da [X

Da [X

Nu

[l

Nu

Nu

Nu

N I I I

Nu

Nu []

23.

In activitatea Bancii se utilizeaza programul de monitoring care permite de a
urmari criteriile/indicii tranzactiilor neobisnuite sau suspecte, precum si a
identifica sursa de provenientad a mijloacelor banesti utilizate de catre client in
aceste operatiuni?

Da [X

Nu []

24,

Exista in Banca Dstra procedura detectarii operatiunilor special structurizate
in scopul ascunderii rulajului intensiv al mijloacelor banesti in numerar?

Da

X

Nu

[l

25.

26.

In momentul initierii operatiunii sistemul automatizat al Bancii permite a urmari
acele tranzactii care se efectueaza din (in) numele persoanelor implicate sau
suspecte in activitati teroriste sau in fabricarea/traficul substantelor narcotice
conform listelor prezentate de agentii guvernamentale/internationale?
Sistemul de monitoring existent permite sa asigure ca Banca Dvs nu
efectueaza operatiuni, nu presteaza servicii si nu ofera produse bancilor care
nu respecta standardele corespunzatoare practicii generale bancare in
domeniul prevenirii si combaterii spalarii banilor si finantarii terorismului?

Da

X

Da [X

Nu

[l

Nu []

27.

28.

Poarta caracter obligatoriu prezentarea de catre client la solicitarea institutiei
financiare a documentelor si informatiei ce confirm natura relatiei de afaceri?
Instituita Dvs. dispune de sisteme administrative adecvate pentru prezentarea

informatiei privind identificarea, analiza si monitorizarea eficienta a conturilor
clientilor cu risc sporit catre persoanele responsabile si conducatorii institutiei?

Da [X
Da [X

Nu []
Nu []
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29. Dispune institutia financiard de proceduri prin care angajatii sunt obligati sa Da X Nu []
verifice datele de identificare ale clientilor, dar si sa urmareasca acele
tranzactii care se efectueaza din (in) numele persoanelor implicate sau
suspecte Tn activitati teroriste sau Tn fabricarea/traficul substantelor narcotice,
conform listelor persoanelor si companiilor suspectate in activitaii de spalare
a banilor sgi/sau finantare a terorismului prezentate de agentii
guvernamentale/internationale?
Daca ,,Da”, indicati cu care liste anume:
OFAC[X] UNIX EU [X]

30. Dispune institutia financiara de proceduri prin care angajatii sunt obligati s34 Da [X] Nu []
verifice datele de identificare ale clientilor, dar si sa urmareasca acele
tranzactii care se efectueaza din (in) numele persoanelor implicate sau
suspecte Tn activitati teroriste sau Tn fabricarea/traficul substantelor narcotice,
conform listelor persoanelor si companiilor suspectate in activitati de spalare
a banilor si/sau finantare a terorismului prezentate de agentii
guvernamentale/internationale?
INSTRUIREA PERSONALULUI IN DOMENIUL ACTIUNILOR DE PREVENIRE $| COMBATERE SPALARII
BANILOR SI FINANTARII TERORISMULUI

31. Banca Dvstra organizeaza instruirea personalului sdu in domeniul actiunilor Da X Nu []
de prevenire si combatere spalarii banilor si finantarii terorismului?
Programul de instruire include urmatoarele intrebari:

- identificarea clientilor; Da X Nu []
- monitoring operatiunilor; Da X Nu []
- raportarea informatiei despre operatiuni suspecte catre organul abilitat de Da X Nu []
stat.
32. Se pastreaza in banca documente referitor la instruirile realizate, inclusiv Da X Nu []
listele persoanelor participante si materialele didactice?
33. Personalul Bancii este informat despre toate modificarile in legislatie, politicad, Da [X] Nu []
proceduri, practica?
34. Banca Dstra a participat la seminare desfasurate de catre asociatia bancilor
sau Guvern privind programul prevenirii si combaterii spalarii banilor si Da [X] Nu []
finantarii terorismului?
INFORMATII SUPLIMENTARE
35. In institutia financiard se efectueaza verificari, de catre auditul intern sau
companie de audit extern, ale procedurilor de prevenire si combatere a
spalarii banilor si finantarii terorismului si de monitorizare a tranzactiilor
clientilor, precum si privind evaluarea masurilor aplicate in toate
subdiviziunile institutiei financiare in acest domeniu, pe langa verificarile
periodice efectuate de catre autoritatea publica de supraveghere si control? Da XI| Nu []

Daca Da, indicati periodicitatea efectuarii controalelor:
audit intern [Jlunar [Jtrimestrial X]semestrial [_Janual []
audit extern [_Jlunar [Jtrimestrial [_Jsemestrial [ Janual [X]

36. Institutia financiara dispune de o subdiviziune specializata si independenta,
responsabila pentru efectuarea activitatilor orientate spre prevenirea
legalizarii (spalarii) veniturilor obfinute in mod ilegal si finantarii terorismului? Da X Nu []

37. Va rugam sa indicati coordonatele persoanei responsabile de activitatea
privind combaterea spalarii banilor Tn ansamblu pe institutie, din cadrul
organului executiv (functia, numele, prenumele, telefon):

Vicepresedintele Comitetului de Conducere al Bancii
Nicolaev Sergiu
tel: (022) 839 - 839

38. Institutia financiaréd deschide conturi anonime? Da [ ] Nu [X
39. Institutia financiara efectueaza operatiuni financiare prin intermediul

sistemelor de deservire bancara la distanta (internet banking)? Da X Nu []
40. Institutia financiara intretine relatii corespondente cu banci care nu au

prezenta fizica intr-un stat anume (shell banks) Da [ Nu [X
41. Exista 1n institutia financiara politica conform careia relatile de

corespondenta se initiaza numai cu bancile care dispun de licenta privind

desfasurarea operatiunilor bancare in tara lor de origine? Da X Nu []
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42. Institutia financiara intretine relafii cu banci, inregistrate in tari care nu
coopereaza cu FATF in lupta impotriva spalarii banilor sau care reprezinta Da [] Nu [X
un pericol sporit din punct de vedere al nivelului criminalitatii si coruptiei

43. Institutia financiara participa in cadrul programului FATCA? Da X Nu []

Daca ati indicat ,Da”, va rog sa indicati statutul institutiei Dvs. in cadrul
cerintelor FATCA:
Participant [X] Non — Participant [_] Altul[] Indicati care anume

in cazul in care statutul Dvs. este “Participant’ indicati codul GIIN:
VYB0Z9.99999.SL.498

Confirmare
Semnatar, bazindu-se pe cunostinte vaste in domeniul dat, confirma, ca raspunsurile la toate

intrebarile Chestionarului prezinta informatia justa si veridica, care reflecta cu exactitate strategia
Bancii orientata spre prevenirea si combaterea spalarii banilor si finantarii terorismului.

Nume/Prenume: Sergiu Nicolaev

Functia: Vicepresedinte al Comitetului de Conducere al Bancii
Semnatura:
Data: 15.01.2026 Digitally signed by Nicolaev Sergiu

Date: 2026.01.15 11:51:45 EET
Reason: MoldSign Signature
Location: Moldova

MOLDOVA EUROPEANA

L.S.
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